2024年5月周边典型诈骗案例

**案例1**

2024年5月11日，大学城倾城里陈某收到贷款短信，因陈某有贷款需求，便主动添加短信中的微信与骗子联系，骗子称贷款前需先证明还款能力，要求陈某向指定账户进行转账，陈某按对方指引将钱多次转到指定账户后意识到被骗，共计被骗2000元。

**案例2**

2024年5月12日，大学城高校学生李某购买飞机票后接到自称是航空公司客服的诈骗电话，骗子告知李某购票的飞机不能起飞可以退费，随后李某便收到骗子发送的退费链接短信，李某在点击链接后按操作指引向指定账户转账，共计被骗8000元。

**案例3**

2024年5月15日，大学城高校学生张某想要购买一个游戏账号，在浏览闲鱼APP时，一个陌生账号主动联系张某，并告知其有一个账号在出售，可以进行交易，但需要通过微信直接进行转账。张某随即添加骗子微信向对方转账，转账后骗子便将张某拉黑，张某共计被骗500元。

**案例4**

2024年5月19日，大学城某高校王某在微博上看见骗子发布的低价出售IU演唱会门票信息，王某在私聊后添加了对方的微信，并支付了定金1200元。骗子以需要补完尾款才能选座位为由，让王某再次支付1200元。王某支付完成后，联系不上对方才意识到被骗，共计损失2400元。

**案例5**

2024年5月20日，大学城恒大未来城刘某在家里玩手机时收到骗子在闲鱼APP上发来的消息，称想购买他正在出售的游戏账号，在添加骗子微信私聊后，骗子称因平台需要，要求刘某先微信扫码支付1500元押金，在交易完成后会退还，在刘某支付后骗子便拉黑刘某，共计被骗1500元。

**案例6**

2024年5月27日，某高校学生赵某在宿舍浏览小红书APP时添加自称低价出售相机的卖家微信，私聊后骗子称需先用支付宝支付600元订金，在支付完成后骗子又以支付宝被冻结为由，要求赵某用银行卡再次转账，转账完成后，赵某联系对方发现自己被拉黑，一共损失1200元。

**案例7**

2024年5月28日，恒大未来城孙某在家中收到约炮短信，孙某随即添加短信中的微信，在私聊后对方发送了一个酒店地址给孙某，并要求先转账才告知其房间号，孙某先后向对方转账4次，随后对方将其拉黑，孙某才意识到被骗，共计损失1980元。

**案例8**

2024年5月29日，大学城恒大未来城周某在家中玩手机时在微博上看到招聘兼职的信息，孙某随即添加对方的微信，在私聊后对方发给周某一个APP安装包之后，对方以要做充值任务为由引导周某向其转账，共计损失2700元。